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CCRA recognition for Accred. no. 1917

Certification of

components up to EAL 2 ® Products
and ALC_FLR only ‘ S E ‘ ISO/IEC 17065

Swedish Certification Body for IT Security

COMMON CRITERIA CERTIFICATE

Nexus Certificate Manager 8.0.0
Nexus OCSP Responder 6.0.2

Certification/Validation Identification: CSEC2017002
Type of Product: Certificate Authority
Product Version: Nexus Certificate Manager v. 8.0.0, Nexus OCSP Respondet v. 6.0.2
Evaluation Platforms: Oracle Java 11, Adopt Open JDK 11,
Win 2012, Win 2016, CentOS 7, Open SUSE LEAP 15
Product Manufacturer: Technology Nexus Secured Business Solution AB
Assurance Package: EAL 4 + ALC_FLR.2
Name of IT Security Evaluation Facility: atsec information security AB
Certification Report Nexus CM8, CSEC, 2020-03-20, 17FMV3286-49:1

15 through decision

2020-03-20

certified in accordance with Common Criteria and the Swedish Certification Scheme

Dag Stroman
Head of CSEC

The IT product identified in this certificate has been evaluated at an accredited and licensed evaluation facility established under the
Swedish Common Criteria Evaluation and Certification Scheme using the Common Methodology for IT Security Evaluation, version
3.1 revision 5, for conformance to the Common Criteria for IT Security Evaluation, version 3.1 revision 5. This certificate applies
only to the specific version and release of the product in its evaluated configuration and in conjunction with the complete certification
report. The evaluation has been conducted in accordance with the provisions of the Swedish Common Criteria Evaluation and Certi-
fication Scheme and the conclusions of the evaluation facility in the evaluation technical report are consistent with the evidence adduced.
This certificate is not an endorsement of the IT product by CSEC or by any other organisation that recognises or gives effect to this certifi-
cate, and no warranty of the IT product by CSEC or by any other organisation that recognises or gives effect to this certificate, is either
expressed or implied. The validity of the certificate may change over time. For information regarding the current status of the certifi-
cate, please contact CSEC or look at the CSEC website. =
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